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Walmart governance policies of interest

How Long Do We Retain Your Personal Information?

We will keep the personal information we collect about you for as long as necessary to carry out the purposes set forth in this Privacy Notice or any other notice provided at the time of data collection, but no longer than as required or permitted under applicable law or internal Walmart policy. We dispose of the personal information we collect in accordance with Walmart’s retention policies and procedures.

**Biometric Retention Schedule:**For Illinois residents, as applicable, Walmart will permanently destroy your biometric identifiers and biometric information when the first of the following occurs: (i) the initial purpose for collecting or obtaining such biometric data has been satisfied; or (ii) within 3 years of your last interaction with us.

California

## How Long Do We Retain Your Personal Information?

We will keep the personal information we collect about you for as long as necessary to carry out the purposes set forth in this Privacy Notice or any other notice provided at the time of data collection, but no longer than as required or permitted under applicable law or internal Walmart policy. We dispose of the information we collect in accordance with Walmart’s retention policies and procedures.

* **Biometric Information:**Biometric information, such as voice prints, imagery of the iris or retina, face geometry, and palm prints or fingerprints

**Supplier’s privacy**

## How Long Do We Retain Your Personal Information?

We will keep the personal information we collect about you for as long as necessary to carry out the purposes set forth in this Privacy Notice or any other notice provided at the time of data collection, but no longer than as required or permitted under applicable law or internal Walmart policy. We dispose of the information we collect in accordance with Walmart’s retention policies and procedures.

## Sale or Share of Personal Information of Consumers under 16 Years of Age

Walmart does not knowingly sell or share (for cross-context behavioral advertising) the personal information of consumers under 16 years of age. For more information about treatment of children’s personal information, see the Walmart Privacy Notice.

1. <https://corporate.walmart.com/privacy-security/california-privacy-rights>
2. <https://corporate.walmart.com/privacy-security/walmart-colorado-consumer-privacy-notice>
3. <https://corporate.walmart.com/privacy-security/walmart-supplier-privacy-notice>

Royal dutch shell

### **How long do we hold your personal information** **for?**

With some exceptions which are explained in supplementary privacy statements, any personal information that is required for the purposes of conclusion and execution of agreements with Business Customers, Suppliers and Business Partners or for considering bids or tenders, will be held during the duration of the contractual relationship and up to 15 years after. For agreements which have a term of more than five years and for the purposes set out above, these agreements will be held for 35 years with effect from the commencement of the agreement.

In all other cases for the purposes set out above, including personal information gathered as part of any unsuccessful bids to Shell or which relates to the screening against publicly available or government issued sanctions lists and media sources, such personal information is held for no longer than 15 years after it was first gathered.

In all cases, information may be held for (a) a longer period of time where there is a legal or regulatory reason to do so (in which case it will be deleted once no longer required for the legal or regulatory purpose) or (b) a shorter period where the individual objects to the processing of their personal information and there is no longer a legitimate business purpose to retain it.

### How long do we hold your personal information for?

Personal information covered this Privacy Notice will be deleted or rendered anonymous (such that it will no longer be possible to identify you):

(1) every 5 years where you remain a customer during this period;  
(2) without undue delay upon you requesting that your personal information controlled by Shell be deleted ; or  
(3) after 3 years for all subscribed services from our last interaction with you (that is where you have not used our services for 3 years).

In relation to financial transactions (including those made through a Shell App), your personal information will be held for 10 years from the transaction.

In all cases, information may be held for (a) a longer period of time where there is a legal or regulatory reason to do so (in which case it will be deleted once no longer required for the legal or regulatory purpose) or (b) a shorter period where the individual objects to the processing of their personal information and there is no longer a legitimate business purpose to retain it.

1. <https://www.shell.us/privacy/b2c-notice.html>
2. <https://www.shell.us/privacy/b2c-notice.html>

5.1 ExxonMobil commits to Process Personal Data that is relevant to a legitimate business purpose. 5.2 Personal Data will be kept only as long as necessary to meet the purposes for which it is Processed or, if longer, for compliance with applicable law or to protect legitimate company interests.

Whenever ExxonMobil transfers Personal Data between Affiliates, ExxonMobil will treat and protect the Personal Data in accordance with this Code.

Furthermore, Affiliates that Process Personal Data on behalf of other Affiliates, will comply with any relevant inter-Affiliate agreements which include obligations in relation to their Processing of Personal Data.

1. <https://corporate.exxonmobil.com/global-legal-pages/our-privacy-policies/data-privacy-code-of-conduct#:~:text=5.1%20ExxonMobil%20commits%20to%20Process,to%20protect%20legitimate%20company%20interests>.

Sinogroup

**DATA SECURITY**  
The Site incorporates physical, electronic, and administrative procedures to safeguard the confidentiality of your personal information, including Secure Sockets Layer (“SSL”) for all financial transactions through the Site. We use SSL encryption to protect your personal information online, and we also take several steps to protect your personal information in our facilities. Access to your personal information is restricted. Only employees who need access to your personal information to perform a specific job are granted access to your personal information. Finally, we rely on third-party service providers for the physical security of some of our computer hardware. We believe that their security procedures are adequate. For example, when you visit the Site, you access servers that are kept in a secure physical environment, behind a locked cage and an electronic firewall.

While we use industry-standard precautions to safeguard your personal information, we cannot guarantee complete security. 100% complete security does not presently exist anywhere online or offline.

China National Petroleum

Legal Collection and Use of Information When collecting, using and processing information relating to individuals (including employees), as well as relevant information about market, finances, personnel and strategic planning of business partners and stakeholders, the Company shall follow legal, legitimate and necessary principles, and take prudent measures to ensure information security. Do not process, transmit, sell, provide or make public the collected information against laws.

1. <https://www.cnpc.com.cn/cmsresources/c8/58/01b36fd14544bba33fb20ae85af5_1.0.pdf>

BP

We will only hold your information for as long as necessary to fulfil the purposes for which it was collected, before making it non-identifiable or deleting it.

If you send us any ‘contact us’ messages, we will delete or de-identify these messages once we have finally satisfied your query.

If you choose to unsubscribe from a service, we may keep a ‘suppression list’ containing your details so we know you have unsubscribed.

1. <https://www.bp.com/en_gb/united-kingdom/home/products-and-services/bp-idp-privacy-statement.html#accordion_How%20long%20do%20we%20keep%20your%20information>?

State Grid

How long will you use my personal data for?

We will only retain your personal data for as long as reasonably necessary to fulfil the purposes we collected it for, including for the purposes of satisfying any legal, regulatory, tax, accounting or reporting requirements. We may retain your personal data for a longer period in the event of a complaint or if we reasonably believe there is a prospect of litigation in respect to our relationship with you.

To determine the appropriate retention period for personal data, we consider the amount, nature and sensitivity of the personal data, the potential risk of harm from unauthorised use or disclosure of your personal data, the purposes for which we process your personal data and whether we can achieve those purposes through other means, and the applicable legal, regulatory, tax, accounting or other requirements.  For further information, please contact our Data Compliance Officer using the contact details set out above.

In some circumstances we will anonymise your personal data (so that it can no longer be associated with you) for research or statistical purposes, in which case we may use this information indefinitely without further notice to you.

1. <https://www.globaldata.com/privacy-policy/>

Toyota motor corporation

**How We Use, Store, Share and Secure Data From Your Vehicle Equipped With Connected Services.**  
  
When you purchased or leased your vehicle, your vehicle may have been equipped with an active Connected Services system which operates by collecting data from you and your vehicle, including vehicle location, health and driving data, to support navigation assistance, emergency services, remote engine start, maintenance alerts, infotainment apps and more.

**By purchasing or leasing a vehicle equipped with an active Connected Services system, you specifically consent to our electronic collection and use of your account information and vehicle data and our storage of such data wherever we designate. You are in control over the Connected Services system. You can choose to opt-out of Connected Services. You can also request deactivation of data transmission, which disables our collection and use of vehicle data and certain account information.**

* **Safety Connect.** Your vehicle’s *Safety Connect* feature provides roadside and emergency assistance, automatic collision notifications, stolen vehicle assistance and accident advisory services. Also, as part of Safety Connect, you may opt-in via the Toyota app to participate in our Collision Assistance program, which helps you navigate the post-collision process. *Safety Connect* uses your vehicle’s **Location Data**, or **“vehicle location”** (your vehicle’s latitude and longitude) to determine where your vehicle needs assistance, your **Vehicle Information** (such as your vehicle’s model, year, and VIN) to verify your vehicle type, your **Vehicle Health Data** (odometer readings) to assist if you submit a claim with your insurer, your **Account Information** (such as your name, address, phone number, email address, etc.) to verify your account, and your **Voice Recordings** (when you call our Response Center) for quality assurance.
* **Service Connect.** Your vehicle’s *Service Connect* feature uses your **Account Information** and your **Vehicle Health Data** (such as odometer readings, fuel level, oil life, and diagnostic trouble codes) to send you vehicle health reports, alert you of needed maintenance, and for service-related marketing.
* **Remote Connect.** Certain *Remote Connect* services such as vehicle finder, vehicle status, remote door lock and unlock, guest driver monitor, and vehicle alerts use your vehicle’s **Location Data** to find your vehicle and **Vehicle Health Data** to provide status updates as well as facilitate repairs.
* **Navigation.** Your vehicle’s *navigation* feature (such as Drive Connect) allows you to choose a place of interest, a location on a map, one of your favorites, a destination from your history, or enter an address or coordinates (latitude and longitude). In certain vehicles, navigation includes the Destination Assist program, which connects you with a live agent to provide navigation directions. Your vehicle’s **Location Data**, **Profile Data** (such as in-vehicle preferences, favorites, and usage history), and your **Account Information** are used to verify your account and to offer these features.
* **Wi-Fi Connectivity.** Certain vehicles offer a trial of Wi-Fi connectivity (such as Wi-Fi Connect, a service offered by AT&T), which provides up to ten compatible devices with in-vehicle wireless connectivity. If you opt-in, these services may use your **Account Information**, your **Voice Recordings**, and your vehicle’s **Location Data.** Use of Wi-Fi connectivity services are subject to the terms and conditions and privacy policy of the applicable service provider.
* **SiriusXM.** Certain vehicles are equipped with the SiriusXM satellite radio subscription service and certain vehicles offer a trial of the service. Your **Account Information** is used to offer this feature and for related marketing campaigns. Use of this service is subject to the SiriusXM terms and conditions and privacy policy.
* **Clean Assist.** Owners of eligible vehicles may choose via the Toyota app to opt-in to the Clean Assist program, through which Toyota is participating in environmental initiatives, such as the California Air Resources Board’s Low Carbon Fuel Standard program to reduce California transportation emissions. If you opt-in, your **Vehicle Health Data**, your **Account Information**, and your vehicle’s **Location Data** will be used in order for Toyota to match the electricity from your vehicle charging with eligible incentive programs, such as California-sourced Renewable Energy Certificates.
* **Digital Key.** Digital Key technology allows you to access (e.g., unlock, lock, start) your vehicle through the Toyota app. When you bring your smartphone close to your vehicle, the app authenticates an encryption key before performing a vehicle function (e.g., unlock, lock, start). Your **Account Information** is used to offer this feature.
* **Toyota Safety SenseTM.** Vehicles equipped with Toyota Safety SenseTM use sensor and/or image data (in Version 3.0 or later) from the vehicle’s exterior to provide safety features such as lane departure alerts and pedestrian detection. If you have a vehicle equipped with Toyota Safety SenseTM, the feature may use your **Vehicle Health Data** and your vehicle’s **Location Data**. If you have a vehicle equipped with Toyota Safety SenseTM (Version 3.0 or later) and you opt-in to *External Vehicle Video Capture*, the feature may also use **Exterior Image Data**.
* **Teammate.** Vehicles equipped with Teammate use sensor and/or image data from the vehicle’s interior and exterior to evaluate the vehicle’s surroundings in order to propose and perform certain automated driving operations, including but not limited to: steering, acceleration, and braking on the highway; hands-free parking; and emergency stopping. If you have a vehicle equipped with Teammate, the feature may use your **Vehicle Health Data**, your vehicle’s **Location Data**, **Interior Image Data**, and **Exterior Image Data**.
* **External Vehicle Video Capture.** Owners of certain vehicles equipped with Toyota Safety SenseTM (Version 3.0 or later) may also opt-in to participate in External Vehicle Video Capture, which uses sensors and/or image data from the vehicle’s exterior to help improve automated driving operations and safety features for Toyota vehicles, as well as to develop high-definition maps. If you opt-in, the *External Vehicle Video Capture* feature may use your **Vehicle Health Data**, your vehicle’s **Location Data**, and **Exterior Image Data**.
* **Usage-Based Auto Insurance.** You may choose to opt-in for usage-based insurance products and services. If you opt-in, your **Driving Data** (such as your vehicle’s acceleration, speed, braking and steering) and **Location Data** will be used to deliver usage-based insurance services to you, and for quality assurance, analysis, research, and product development.
* **Face Identification.** Certain vehicles equipped with an interior, driver-facing camera use sensor and/or image data from the vehicle’s interior to scan your face when you open the vehicle’s door. If you opt-in and link your user profile using the in-vehicle “Setup Face” process, the Face Identification feature may use your **Facial Geometric Features** and **Profile Data** to verify your identity and load your saved user profile on the vehicle. Your **Facial Geometric Features** will only be stored on your vehicle.
* **Last Load Profile.** Owners of certain vehicles may choose to create and save multiple user profiles on the vehicle. If you choose to save a user profile on your vehicle, the Last Load Profile feature will use your **Account Information** and **Profile Data** to reload the last saved user profile at vehicle start.
* **App Suite, Toyota+ Compatible Third-Party Services, and other Services You Connect.** The App Suite is available even if you do not have a subscription for Connected Services. To use the App Suite, you must download the application and accept the [End User License Agreement](javascript:void(0)). When you use our App Suite for traffic, fuel, weather, music or other apps, you will need to sign into your account with each compatible third party service in the App Suite; and we will pass the log-in information you provide us to the corresponding compatible third party service. We will also pass to each compatible third party service in the App Suite vehicle data necessary for you to use its service. We will use **Voice Recordings** to improve our responses and voice recognition. To facilitate functionality of your App Suite and linked third party services, your vehicle may share your **Location Data** and **Voice Recordings** transcriptions with your third party services and upon their receipt, the respective third party’s privacy policy and terms control.

## 5. How Long Do We Keep Your Personal Data

We will not retain your Personal Data for longer than is allowed under the applicable data protection laws or for longer that is necessary in relation to the purposes for which it was originally collected or otherwise processed. As a general rule, we will delete your Personal Data after 3 years, unless statutory retention periods apply.

In the absence of statutory retention periods, alternatively after completion of those periods, we will erase your Personal Data. Further, we will erase your Personal Data where one of the following applies: (i) when you withdraw your consent (where lawfulness of processing was based on your consent) and there is no other legal ground for the processing; (ii) when you object to the processing and there are no overriding legitimate grounds for the processing; (iii) when your Personal Data has been unlawfully processed; and (iv) when it is necessary to comply with legal obligations.

**1.** [**https://www.toyota.com/privacyvts/**](https://www.toyota.com/privacyvts/)

Chevron

## personal data retention

To the extent permitted by applicable law, we retain personal information we obtain about you as long as (1) it is needed for the purposes for which we obtained it, in accordance with the provisions of this Privacy Policy or (2) we have another lawful basis, stated in this Privacy Policy or at the point of collection, for retaining that information beyond the period for which it is necessary to serve the original purpose for obtaining the personal information.

## children

The Sites are general audience sites. Chevron does not seek through these Sites to gather personal data from or about persons 14 years or younger. If one of our websites is directed at children, we will include an additional privacy statement notice for children.

### **international disclosure of personal data**

Personal data collected by us may be stored and processed in the U.S. (and the other countries around the world where our individual subsidiaries, affiliates, suppliers, or business partners maintain facilities) or any other country in which Chevron or its affiliates or joint ventures maintain facilities. Chevron and its affiliates have in place a set of corporate policies, and where necessary uses data transfer agreements, to govern the transfer of information between its affiliates in different countries which upholds the principles for the protection of the privacy of information consistent with the Australian Privacy Principles. By choosing to provide data to us, you consent to any such transfer of information outside of your country.

**personal data retention**

To the extent permitted by applicable law, we retain personal information we obtain about you as long as (1) it is needed for the purposes for which we obtained it, in accordance with the provisions of this Privacy Policy or (2) we have another lawful basis, stated in this Privacy Policy or at the point of collection, for retaining that information beyond the period for which it is necessary to serve the original purpose for obtaining the personal information.

**Security on the Internet**:  When you move around a website to which you have logged in, or from one site to another that uses the same login mechanism, we verify your identity by means of an encrypted cookie placed on your machine. If you place an order with us, view account information, or provide financial information, we protect the transmission of such data using Secure Socket Layer (SSL) encryption.

For websites to which you login, it is your responsibility to ensure the security of your password and not to reveal this information to others. If you are sharing a computer with anyone you should always logout before leaving a website so that subsequent users will not be able to access your data.

1. <https://www.chevron.com/privacy#:~:text=Chevron%20Corporation%20and%20its%20wholly,data%20collected%20on%20our%20websites>.
2. <https://australia.chevron.com/privacy>

**Data Security and  Retention**

Volkswagen maintains reasonable safeguards to protect your information. Your Personal Data will be retained as long as necessary to fulfill the purposes we have outlined above unless we are required to do otherwise by applicable law. This includes retaining your Personal Data to provide you with the products or services you or your Company have requested and interact with you; maintain our business relationship with you or your Company; improve our business over time; ensure the ongoing legality, safety and security of our services and relationships; or otherwise in accordance with our internal retention procedures. Once you or your Company have terminated your relationship with us, we may retain your information in our systems and records in order to ensure adequate fulfillment of surviving provisions in terminated contracts, or for other legitimate business purposes, such as to demonstrate our business practices and contractual obligations or provide you with information about our products and services in case of interest.

**7. Children's Privacy**

Volkswagen does not knowingly collect, use, disclose or sell the information of children under the age of 16. In the event that we learn that we have collected information from a child under age 16, we will delete that information.  For questions or additional information, you can contact us using the information in Section 10 below.

1. <https://www.volkswagengroupofamerica.com/en-us/privacy-statement>

Total energy

 •   **Retention**

Personal data must be retained only for a reasonable and not excessive period of time with regard to the purpose of the processing.

When the retention period expires, the data is destroyed, anonymized or archived. Interesting ones.

See link to table with

1. <https://totalenergies.com/privacyex>

Glencorexstrata

**How long do we keep your personal data**

We will keep your personal data for as long as we need to keep it for legal compliance or business purposes. Please contact [info@glencore.com](mailto:info@glencore.com) for more information about our record retention practices.

Japan post holdings

### (Physical security control measures)

In the areas where retained personal information is handled, we control employee access, restrict devices, etc. they may bring in, and implement measures to prevent unauthorized persons from accessing retained personal information.  
We take measures to prevent theft or loss of devices, digital media, and documents that contain retained personal information, and we implement measures to prevent personal information from being easily identified when such devices, digital media, etc. are carried, including within our offices.

## Procedure for requesting disclosure of personal information

We respond in a sincere manner to requests for the notification of the purpose of use or for the disclosure, correction, or termination of use of personal information as prescribed by laws and regulations.

1. <https://www.jp-bank.japanpost.jp/en/policy/privacy/en_pcy_prv_index.html>

Samsung

**Information Stored on Your Device Not Accessible to Samsung**

In addition to the categories of information obtained by Samsung discussed above, our Services may generate data automatically when you use certain Services (e.g. Samsung’s face-clustering technology that allows the device to group together images of the same face from different photographs (“Face-Clustering Data”)), or may utilize data that you generate independently (e.g. registering biometric data such as fingerprints to unlock your device or verify you in certain Services, or when you register your wake-up command in our Bixby Voice service). All of this data remains on the device and is not transmitted to Samsung, nor does Samsung obtain or access this data. Samsung does not share this data with third parties. Face-Clustering Data will remain on your device until you clear the cache in your system settings, you reset your device to its factory setting, or you delete the photos from your device. You can delete your registered biometric data or your wake-up command from your device at any time in the applicable settings. Because Samsung does not have access to this data, Samsung cannot delete it.

**Notice to California Residents**

If you are a California consumer, for more information about your privacy rights, please see our California Consumer Privacy Statement at [www.samsung.com/us/account/privacy-policy/california](https://www.samsung.com/us/account/privacy-policy/california).

**How We Protect Personal Information**

We maintain safeguards designed to protect personal information we obtain through the Services.

**Children’s Personal Information**

Unless otherwise specified, the Services are designed for a general audience and are not directed at children. In connection with the Services, we do not knowingly solicit or collect personal information from children under the age of 13 without parental consent. If we learn that we have collected personal information from a child under age 13 without parental consent, we will either seek parental consent or promptly delete that information. If you believe that a child under age 13 may have provided us with personal information without parental consent, please contact us as specified in the [**How To Contact Us**](https://www.samsung.com/us/account/privacy-policy/#10) section of this Privacy Policy.

1. <https://www.samsung.com/us/account/privacy-policy/>

### **E.ON energy**

### **How long do we store your personal data for?**

If you have an account with us, we will retain your personal data for seven years following the end of our contractual relationship with you (which might be when your account closes or when we have issued your final bill.) There may be circumstances when we need to keep it for longer, for instance, if you are on a long-term payment plan or to meet our legal obligations. We will delete it as soon as we have no need to keep it further or put it “beyond use”. Beyond use means we will not use your personal data to inform any decisions, we will not give access to any other organisation and will delete as soon as this becomes possible.

If we hold your data for any other reason, we will delete it as soon as we no longer have a valid reason to retain it.

1. <https://www.eonenergy.com/privacy.html>